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The state of Oregon’s Domestic Preparedness Working Group (DPWG) has been asked to develop guidance for state agencies and local governments as they undertake and continue the process of implementing federal requirements and recommendations related to the newly developed National Incident Management System (NIMS). 
Although the National Incident Management System has not yet been fully developed, implementation of the currently defined components has begun.  A number of implementation recommendations and requirements have been identified for federal fiscal years 2005 and 2006.  Those recommendations and requirements are summarized in the text that follows. 

The purpose of this document is to outline and review the federal compliance criteria and provide guidance to state agencies and local governments on how those criteria can be applied.  This guidance recognizes that the federal criteria are still under development and that some of the existing criteria may change (e.g., federal recommendations may become requirements).  The DPWG understands that this guidance is not binding and that state and local elected officials or senior executives may direct a level of compliance different from that suggested.
This document is expected to be a living document that will be expanded and updated as the NIMS and federal compliance expectations continue to unfold.

This first iteration of the State’s compliance guidance will only address implementation of the NIMS Awareness Course (IS-700) completion requirement.  Although some information about other NIMS compliance requirements is contained in this document, State guidance on those requirements will be provided in subsequent updates.
NIMS Background:

On February 28, 2003, President Bush issued Homeland Security Presidential Directive-5 (HSPD-5).  HSPD-5 directed the Secretary of Homeland Security to develop and administer a National Incident Management System (NIMS).  The purpose of NIMS is to provide a consistent nationwide template to enable all government, private-sector, and nongovernmental organizations to work together during domestic incidents.  It is the Nation’s first-ever standardized approach to incident management and response.
The President also directed federal agencies to make NIMS adoption and implementation at the state and local levels a criteria for receiving federal preparedness funding beginning in FFY-06 (October 2005).  
The Secretary of Homeland Security subsequently established the following NIMS FFY-05 compliance criteria.  The Secretary conveyed the criteria to all of the nation’s governors in a letter dated September 8, 2004.  That letter indicated that state-level efforts to implement the NIMS must include the following:
· Incorporating NIMS into existing training programs and exercises; 
· Ensuring that federal preparedness funding supports NIMS implementation at the state and local levels; 
· Incorporating NIMS into Emergency Operations Plans (EOP); 
· Promotion of intrastate mutual aid agreements; 
· Coordinating and providing technical assistance to local entities regarding NIMS; and 
· Institutionalizing the use of the Incident Command System (ICS).
Furthermore, the Secretary’s letter noted that state and local jurisdictions should support NIMS implementation by:

· Completing the NIMS Awareness Course: National Incident Management System (NIMS), An Introduction” (IS-700); 
· Formally recognizing the NIMS and adopting the NIMS principles and policies; 
· Establishing a NIMS baseline by determining which NIMS requirements are already being met; 
· Establishing a timeframe and developing a strategy for full NIMS implementation; and 
· Institutionalizing the use of the Incident Command System (ICS).
State and local agencies currently receiving federal preparedness grant funds, including Emergency Management Performance Grant (EMPG) and Homeland Security Grant Program (HSGP), and who wish to continue receiving such funds in the future must complete the Federal Government’s NIMS compliance activities for FFY-05 no later than September 30, 2005.
Federal Implementation Guidance: 

The September 8, 2004 letter contained implementation guidance for several of the compliance requirements and indicated that guidance would be forthcoming for the others.  Since then, the NIMS integration Center (NIC), the center created by the Department of Homeland Security to manage the NIMS process, has released a number of statements and documents to identify or clarify implementation guidelines and provide tools and other forms assistance.  
The current implementation guidance and other relevant information are noted below:  

· Complete the NIMS awareness course
· In their first attempt to clarify who should take the course, DHS stated the  

“Requirement will be met by having individuals responsible for integrating regional, state and federal emergency management and/or homeland security activities for their jurisdiction/agency complete the course.  Each jurisdiction/ agency is responsible for identifying those individuals who meet this criterion and for ensuring completion.”

· Subsequently, after many questions arose regarding who should take the course, the NIMS Integration Center issued a NIMS Alert in late March 2005 which noted 
“Specifically the letter said that state, territorial, tribal and local level jurisdictions should support NIMS implementation by completing the NIMS awareness course National Incident Management System, An Introduction - IS 700. This independent study course explains the purpose, principles, key components and benefits of NIMS. The Secretary clearly intended to provide discretion to state, territorial, tribal and local governments in deciding who should take the course. “
“As further guidance, the NIMS Integration Center encourages all emergency personnel with a direct role in emergency preparedness, incident management or response to take the NIMS course by Oct. 1, 2005.”
The Alert also provided fairly specific details about who this should include at the executive, managerial and responder levels and suggested this group of personnel may be required to take the course in FY-06 (See Attachment 1).

· The NIMS Alert and the seemingly all-encompassing requirements it contained led many officials in the Portland metro area to further question the intent of the Federal Government and seek additional guidance from the NIC.  E-mail exchanges between agencies in the Portland metro area and the NIC’s Interim Director resulted in the following statement:
“Our most recent clarification attempted to emphasize the discretion to be exercised by state and local officials in determining who SHOULD take 700…we followed that by our notion of who should take it…but at this point it is no more than that…our notion. “
· Formally adopt NIMS principles and policies
· State and local entities should establish legislation, executive orders, resolutions or ordinances to formally adopt the NIMS.
· The Portland area’s Regional Emergency Management Technical Committee developed a sample resolution for use by local governments in adopting the NIMS (See Attachment 2).  The resolution has been distributed to emergency management officials around the state. 

·  Establish a NIMS implementation baseline 
· State and local entities should evaluate their incident response and management capabilities and determine which NIMS requirements have already been met.
· The NIMS Capability Assessment Support Tool (NIMCAST) was created to help local entities complete that evaluation and identify what requirements still need to be met.  NIMCAST is available on the NIC’s Website.
· Develop a strategy and timeline for full implementation of NIMS
· The NIMS implementation baseline should be used to develop a work plan and timeline for achieving full implementation/compliance

· State and local entities must complete NIMS implementation by October 2006 
· Beginning October 1, 2006, federal preparedness assistance will be conditioned on full compliance with the NIMS

· Institutionalize use of ICS by all response agencies
· State and local entities must institutionalize the use of ICS across the entire response spectrum (See Attachment 3)
Oregon Implementation Guidance:
Completion of the NIMS Awareness Course
Federal implementation guidance for the NIMS Awareness Course requirement remains in flux.  From the Secretary’s letter of September 8, 2004, the Department of Homeland Security’s initial implementation guidance, the most recent NIMS Alert on the topic, and the NIC Interim Director’s comments on the Alert, it’s clear that the Federal Government believes that all emergency personnel (executive, managerial and responder) with a direct role in emergency preparedness, incident management or response should take the NIMS course by October 1, 2005.  However, it’s also clear that state and local officials still have responsibility for determining who must take the course.  
Given the current situation, the Domestic Preparedness Working Group recommends:

1. That all state agency and local government personnel at the executive, managerial and responder levels who are responsible for integrating regional, state and federal emergency management and/or homeland security activities for their jurisdiction/ agency complete the course by October 1, 2005.
2. That each state agency and local government identifies the individuals within their respective organizations who meet this criterion no later than May 31, 2005.
3. That any state agency or local government wishing to make course completion a requirement for all their emergency personnel or all their staff be encouraged to do so. 
The Domestic Preparedness Working Group believes that personnel assigned to the following positions meet the criteria of being executive, managerial or responder staff responsible for integrating regional, state and federal emergency management and/or homeland security activities: 
State Level
· Pre-designated state ECC Command and General Staff
· Pre-designated state AOC (i.e., Agency Operations Center) Command and General Staff
· Staff pre-designated to serve as agency liaison to the state ECC

· Staff pre-designated to serve in the Joint Field Office (formerly known as the Disaster Field Office)
· Emergency Management/Homeland Security program managers and coordinators
· Directors of the following state agencies – Police, Military, Fire Marshal, Transportation, Forestry, Health Services, Environmental Quality, Water Resources, Agriculture, Building Codes, Occupational Safety and Health, Medical Examiner
· Pre-designated overhead / incident management teams 
· Civil Support Team command staff

· Leaders of other pre-identified teams responsible for conducting field operations in conjunction with federal and / or local agency personnel  
· Military Department and State Defense Force (OSDF) staff pre-designated to serve as county disaster liaisons

· Staff pre-designated to serve as agency liaison to a local (e.g., county) EOC

· Staff pre-designated to serve as state on-scene commander for response under the state’s Oil and Hazardous Materials Spill Contingency Plan

Regional/Local Level
· Pre-designated local EOC Command and General Staff

· Emergency Management/Homeland Security program managers and coordinators

· The following local officials – county sheriffs, police chiefs, fire chiefs, public works directors, PSAP managers, public health officers, mental health officers, bioterrorism coordinators, EMS coordinators, medical examiners, county building officials, some airport directors, some port directors, some public utility directors
· Pre-designated local and regional overhead / incident management teams
· Regional HazMat team commanders

· Regional USAR team leaders

Although not required by the Federal Government, the Domestic Preparedness Working Group believes the following private and non-profit organizations should be encouraged to identify and task staff within their respective organizations to take the IS-700 course:

· Hospitals

· Private utilities

· American Red Cross

· Citizen Corps Councils

NIMS Alert

IS-700 The NIMS Introductory Course - Who Needs to Take It?  

Last September when the Secretary of Homeland Security sent a letter to the nation's governors, he outlined a series of steps that must be taken and actions that should be taken in FY 2005 to become compliant with the National Incident Management System (NIMS). 

Specifically the letter said that state, territorial, tribal and local level jurisdictions should support NIMS implementation by completing the NIMS awareness course National Incident Management System, An Introduction - IS 700. This independent study course explains the purpose, principles, key components and benefits of NIMS. The Secretary clearly intended to provide discretion to state, territorial, tribal and local governments in deciding who should take the course. 

As further guidance, the NIMS Integration Center encourages all emergency personnel with a direct role in emergency preparedness, incident management or response to take the NIMS course by Oct. 1, 2005. It is offered free-of-charge through the Emergency Management Institute at http://training.fema.gov/EMIWeb/IS/crslist.asp. 

Who should take the course in FY'05? 

Executive Level - Political and government leaders, agency and organization administrators and department heads; personnel that fill ICS roles as Unified Commanders, Incident Commanders, Command Staff, General Staff in either Area Command or single incidents; senior level Multi-Agency Coordination System personnel; senior emergency managers; and Emergency Operations Center Command or General Staff. 

Managerial Level - Agency and organization management between the executive level and first level supervision; personnel who fill ICS roles as Branch Directors, Division/Group Supervisors, Unit Leaders, technical specialists, strike team and task force leaders, single resource leaders and field supervisors; midlevel Multi-Agency Coordination System personnel; EOC Section Chiefs, Branch Directors, Unit Leaders; and other emergency management/response personnel who require a higher level of ICS/NIMS Training. 

Responder Level - Emergency response providers and disaster workers, entry level to managerial level including Emergency Medical Service personnel; firefighters; medical personnel; police officers; public health personnel; public works/utility personnel; and other emergency management response personnel. 

The NIMS introductory course very likely will be required in FY'06 for state, territorial, tribal and local personnel who have emergency assignments at any level of government. Full NIMS compliance is required by Oct. 1, 2007. 

NOTE:  We recognize that some online independent study participants are experiencing delays in gaining access to the IS-700 course. The Emergency Management Institute is addressing this and the problem will be alleviated.
The NIMS Integration Center
March 5, 2005
Suggested Resolution for Formal Adoption
of the National Incident Management System (NIMS)
WHEREAS, response to and recovery from major emergencies and disasters requires integrated professional management and coordination; and 

 

WHEREAS, the President directed the Secretary of the Department of Homeland Security to develop and administer a National Incident Management System (NIMS) to standardize and enhance incident management procedures nationwide; and

 

WHEREAS, the National Incident Management System provides a structure and process to effectively coordinate responders from multiple disciplines and levels of government and to integrate them with resources from the private sector and non-governmental organizations; and 

 

WHEREAS, use of the National Incident Management System, which has as a key component the Incident Command System (ICS), will improve [your jurisdiction's] ability to manage major emergencies and disasters; and 

 

WHEREAS, failure to adopt and use the National Incident Management System may preclude [your jurisdiction] from receiving federal preparedness grants or reimbursement for costs expended during major emergency and disaster response and recovery operations; 

THEREFORE, be it resolved that [your jurisdiction] hereby adopts the National Incident Management System as the foundation for incident command, coordination and support activities.  It shall further be the policy of [your jurisdiction] to provide appropriate training on the National Incident Management System and its core components to personnel responsible for managing and/or supporting major emergency and disaster operations.
NIMS Terms and Definitions: Institutionalizing the use of ICS 

To "institutionalize the use of ICS" means that government officials, incident managers and emergency response organizations at all jurisdictional levels adopt the Incident Command System and launch activities [in FY 2005] that will result in the use of the Incident Command System for all incident response operations.  

Actions to institutionalize the use of ICS take place at two levels, policy and organizational/operational.  At the policy level, institutionalizing the ICS means government officials, i.e., governors, mayors, county and city managers, tribal leaders and others:

1. Adopt the ICS through executive order, proclamation or legislation as the jurisdiction’s official incident response system; and

2. Direct that incident managers and response organizations in their jurisdictions train, exercise, and use the ICS in their response operations.

At the organizational/operational level, evidence that incident managers and emergency response organizations are institutionalizing the ICS would include the following:

1.
ICS is being integrated into functional and system-wide emergency operations policies, plans and procedures;

2.
ICS training is planned or under way for responders, supervisors and command level officers;

3.
Responders at all levels are participating in and/or coordinating ICS oriented exercises that involve responders from multi-disciplines and jurisdictions.

While it is not expected that all these activities would be completed in FY 2005, it is expected that where possible they will be and that, at a minimum, planning for such activities would be initiated and actions taken to put them into practice. 

The NIMS Integration Center 

February 17, 2005 

NIMS INFORMATION AND RESOURCES

Documents:

· The NIMS document (5.2 Megs) http://www.fema.gov/pdf/nims/nims_doc_full.pdf
· Federal Agencies’ NIMS Implementation Plan http://www.fema.gov/doc/nims/nims_implementation_plan_template.doc
Web Resources:

· NIMS Online at http://www.nimsonline.com/
· Includes a document download center:  http://www.nimsonline.com/download_center/index.htm 

· NIMS Integration Center at http://www.fema.gov/nims/nims.shtm
· NIMS Capability Assessment Support Tool NIMSCAST http://www.fema.gov/nimcast/index.jsp
· National Mutual Aid and Resource Management Initiative http://www.fema.gov/nims/mutual_aid.shtm
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