County Public Health                                                          Standard Operating Procedure 

Point of Dispensing (POD)



        SOP #7


POD Operating Procedures

POD Security
A. References: The Oregon State Strategic National Stockpile Plan and Local Policy (as applicable).

B. General: POD Security is necessary to protect the functionality of POD Operations. POD Security personnel protect staff, act as crowd control, manage traffic flow and parking, and secure the POD’s inventory of medications and pharmaceuticals. Security personnel also deter symptomatic persons from entering the POD. The security team can be made up of law enforcement and credentialed non-law enforcement personnel and volunteers. Credentialed volunteers may consist Community Emergency Response Team (CERT) members, Sheriff Posse, Team Rubicon, and/or other organizations that are trained or able to receive Just-In-Time training.
C. Responsibilities: 

1. Upon POD activation, the County EOC/DOC will request the law enforcement or county sheriff’s office to dispatch personnel, including credentialed volunteers to act as a security team, or Team Lead if resources are scarce, for the POD.

2. The senior officer or experienced personnel deployed, or a designated representative, will act as the Security Team Lead in the POD’s Incident Command System (ICS) Command Structure. Refer to Appendix B, Section 5 of the Job Action Sheets for Details.
i. Other potential officer assignments. Refer to the Job Action Sheets for duties and responsibilities for:

a. Traffic Control
b. Parking Security

c. Roving Security
d. Building Security
e. Pharmaceuticals Inventory Room (PIR) Security

ii. Shipping Dock Security Officers will:

a.  Provide traffic control for arriving and departing SNS/Local Cache vehicles delivering pharmaceuticals and medical supplies to the POD. 

b. Assist facilities personnel by providing security when off-loading supplies and medications for storage in the PIR.
iii. Exterior POD Security personnel will provide crowd control and monitor for symptomatic persons. In the event that symptomatic persons are identified, THEY ARE NOT TO BE ALLOWED IN THE POD.

1. If Symptomatic persons are identified, contact Medical Team Leader.

2. Symptomatic persons will be screened and given meds outside of the public area of the POD and then referred to their family practitioner.
iv. In the event of communicable outbreak, individuals may be isolated or quarantined, as designated by the County medical officials or POD Medical Task Force Lead. 
3. Security/Law Enforcement Command Center: If a Security/Law Enforcement Command Center is warranted, the Security Team Lead will set up a center in an adjacent room to the Command Post. The Command Center will require a landline telephone and Internet access, if necessary. Law Enforcement radio communications is required and Walkie-Talkie radios for Intra-POD communications.
4. Breach in Security and Uncontrolled Situations. In the event a breach in security occurs, such as crowd-control, an assault on the medical cache, etc., officers will contact the Security Team Lead for immediate back up. If officers can not manage the incident, they will call in back up to get the situation under control in accordance with their agency’s guidelines, procedures, and protocols, in using justifiable force to control circumstances.
D. Transfer of Pharmaceuticals and Medical Supplies:
1. Pharmaceuticals and Medical Supplies Transfer: As directed by the county DOC, pharmaceuticals may need to be redistributed to other PODs or medical facilities that have a greater need for the stock. If a transfer is requested, the POD Supervisor will:

i. Request, through DOC/EOC channels, that an authorized driver with Law Enforcement escort be dispatched to the POD Site for transport. 

ii. POD Security Lead will arrange for adequate security at the loading area to facilitate the transfer of supplies to the courier and escort them from the premises.

iii. Refer to SOP 4 section C.7 for further details. 
