

	[image: DAS_ETS_h_logo_tif]
	Individual’s Privileged Access Request Form



 (
Use this form, 
if you need privileged access
 
to 
Enterprise Technology Services (
ETS
)
 
managed infrastructure.
 
Instructions:
Submit one request form per 
privileged 
user.
Electronically f
ill all applicable information
.
 Submitting a printed copy of this request form is not required.
By submitting this request form the CIO or
 authorized approver affirms that the individual has agreed to and has signed the Individual’s Privileged Access Agreement, the agreement is retained by their organization and made available upon request by ETS for audit purposes.
Submit request form to 
sdc.servicedesk@oregon.gov
.
Definitions:
Authorized Approver 
– 
A person appointed by a CIO who is authorized to approve and submit privileged access requests.
Disable
 Access
 – 
To suspend a privileged account making it unusable for any access, privileged or otherwise. This does not delete the account
.
ETS 
Managed Infrastructure 
– Computers, hardware, software, storage media, networks, 
and applications managed and operated by ETS 
infrastructure.
Modify Access
 – To add or remove specific privileged access to an authorized user.
New Access 
–
 
A granting of 
new 
privileged access 
to a
n authorized 
user.
Privileged Access 
–
 
Access to ETS managed infr
astructure that enables the user
 to take actions that may affect computing systems, network communication, or the accounts, files, data, or processes of other users. 
)























































	


	SECTION A: Individual’s Information and Approval (Fields marked with * are required)

	*User Name:  First   M.I.  Last
[bookmark: Text6][bookmark: _GoBack]     

	Agency / Division / Department
(If vendor or contractor, specify the affiliated agency.)
[bookmark: Text7]     


	OR Employee ID # (Include if applicable)
     
	*Applicable User Account ID (s)
[bookmark: Text8]     

	Position / Title
[bookmark: Text10]     
	User Status:
[bookmark: Check6]|_| Permanent 
|_| Temporary 
[bookmark: Check7]|_| Contractor
|_| Vendor

	E-mail Address 
[bookmark: Text4]     
	Phone # / Ext.
[bookmark: Text11]     

	Physical Work Address (Include Suite or Floor, if applicable.)
[bookmark: Text3]     
	City
[bookmark: Text13]     
	State
[bookmark: Text14]     
	Zip
[bookmark: Text15]     

	By submitting this request form the CIO or authorized approver affirms that the Individual’s Privileged Access Agreement has been signed by the individual, the agreement retained by their organization and made available upon request by ETS for audit purposes.

http://www.oregon.gov/das/OSCIO/Documents/priv-access-agree-indiv.docx 

	* Appointed CIO or Authorized Approver Name: 
First    M.I.   Last                         
                             
	Phone # / Ext.
     
	Today’s Date
     




	SECTION B: Access Request Information

	Type of Request: (Check one type of request.)
[bookmark: Check1]|_| New Access
[bookmark: Check2]|_| Remove Access
|_| Default Privileged Access 
	Date Needed By: 
[bookmark: Text9]     

	  Select the requested computing platform(s) or application(s)
       |_| Windows
       |_| Linux
       |_| iSeries
       |_| Unix
       |_| Mainframe
       |_| Other: (Please be specific.)      

	 What is the type of privileged access bring requested, disabled, or modified?
         |_| Server Administration 
         |_| Application Administration
         |_| Database Administration
         |_| Reset Passwords
         |_| Backup and Recovery
         |_| Other:      

	  Why is privileged access required? Please be specific.
       











	  List specific computing platform(s) or application(s) for which privileged access is required or indicate all.
       




















Last Updated: August 17, 2016 v.5				1 	


image2.jpeg




