Non-Test Administrator Assurance of Test Security

Oregon Statewide Assessment test items, possible answers, and individual student information are confidential and secure documents. The integrity, validity, and confidentiality of test items, possible answers, and individual student information must be protected. Failure to maintain security severely jeopardizes district and state accountability requirements and the accuracy of student data. To ensure test security and confidentiality, district staff and volunteers who may observe or have access to secure test materials or student information must sign this statement of non-disclosure and assurance of test security before commencing any work exposing them to an Oregon Statewide Assessment.

Untrained district staff and volunteers must never be alone in a room with students during state testing. Only test administrators (teachers, classified staff, or volunteers who have received training) may supervise student testing. Untrained district staff must not agree to supervise student testing even for brief periods. Untrained district staff or untrained volunteers must not interact directly with students during state testing other than to determine the cause of a technology problem for the purpose of ensuring access to English Language Arts, Mathematics, Science or ELPA.

Specifically, district staff and volunteers agree to the following:

- No student’s Secure Student Identification Number (SSID) will be used to log in to the online testing system by anyone except that student.
- The Secure Browser will be used solely for the administration of Oregon’s online assessments. Any other access to Oregon’s online assessments will constitute a breach of test security.
- No digital, electronic, or manual device will be used to record or communicate either item or student information.
- No behavior that could assist with student testing or distract students in a testing environment will occur. This includes discussing test items among students or staff, giving students verbal or non-verbal cues, offering an opinion on how students may have performed on a particular item or on a test as a whole.
- To the extent possible, avoid viewing any test items in the course of work.
- Uphold the security of SSIDs and all other confidential personally identifiable student data and recognize that SSIDs must not be associated with an individual student’s name in an unsecured environment.
- SSID or test information cannot be associated with a student’s name or other personally identifiable information unless transmission is secure (e-mail and fax are not secure).
- Do not review test items, even if a student believes they are flawed.
- I will notify the School Test Coordinator immediately (within 1 business day) upon learning of a potential impropriety or irregularity, whether it is intentional or unintentional.

By signing this statement I agree that I will not disclose the test items, possible student answers, or any individual student information to anyone other than those authorized in writing by the Oregon Department of Education (ODE). I also certify that all confidential materials entrusted to me by ODE or its contractors will be kept in a secure environment at all times.

Name (print): _________________________________________________
Signature: ____________________________________________________
School: ______________________________________________________
E-mail Address: _______________________________________________

Keep on file at the district office for one year
Disciplinary action by TSPC may result from violations of test security.