
 
  

 
 

 
 

 

 

  

 

 

 

 

 

 

 

 

 

 

 

Secure Transmission of Student Data 
Updated 8/28/15 

The Rule: Section 2.5: Student Confidentiality of the Test Administration Manual states 
that, “SSIDs associated with student names or other personally identifiable student data 
must not be sent in an e-mail or fax.” 

Promising Practices: Secure transmission is a vital part of ensuring the confidentiality 
of student data. The following methods of transferring data are considered secure: 

 You can use the telephone to transfer secure student data. 

 You can use a secure FTP site to transfer secure student data. 

 You can send SSIDS only (no student name) in an e-mail or fax. 

 You can use the Student Look-up feature in OAKS Online to look up student 
information from an SSID. 

 You can use the secure district website to look up student information from an 
SSID. 


