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1 Purpose

The Critical Infrastructure and Key Resources Annex describes the policies, roles and responsibilities, and the concept of operations for assessing, prioritizing, protecting, and restoring critical infrastructure and key resources (CIKR) of the State of Oregon during actual or potential domestic incidents. The annex details processes to ensure coordination and integration of CIKR-related activities among a wide array of public and private incident managers and CIKR security partners within immediate incident areas as well as at the state and national levels. Specifically, this annex does the following:

- Describes roles and responsibilities for CIKR preparedness, protection, response, recovery, restoration, and continuity of operations relative to the State of Oregon Emergency Operations Plan.

- Establishes a concept of operations for incident-related CIKR preparedness, protection, response, recovery and restoration.

2 Scope

This annex addresses integration of the CIKR protection and restoration mission as a vital component of the State’s unified approach to incident management.

Critical infrastructure includes those assets, systems, networks, and functions—physical or virtual—so vital to the State of Oregon that their incapacitation or destruction would have a debilitating impact on security, national economic security, public health or safety, or any combination of those matters. Key resources are publicly or privately controlled resources essential to minimal operation of the economy and the government.

Processes outlined herein apply to State departments and agencies during incidents with potential or actual CIKR impacts—and may apply to, or involve, incident managers and security partners at other levels of government and the private sector, including CIKR owners and operators.

3 Roles and Responsibilities

3.1 Primary Agencies

3.1.1 Oregon Emergency Management

[TO BE DEVELOPED]
3.2 Supporting Agencies
[TO BE DEVELOPED]

4 Concept of Operations

4.1 General
[TO BE DEVELOPED]

5 Supporting Documents

- National Response Framework, Critical Infrastructure and Key Resources Support Annex

6 Appendices

None at this time.