




1. Specialty Summary. Operates, secures, configures, designs, maintains, sustains, and extends cyberspace 
infrastructure; provides and employs cyberspace capabilities; and leads Department of Defense information network 
(DODIN) operations missions to achieve Commander’s objectives in or through cyberspace. 
 
2. Duties and Responsibilities: 
2.1. Plans, designs, maintains, and operates information networks and cyberspace systems necessary for operations. 
2.2. Provides a broad range of cyber-related expertise key to successful warfighting operations in the air, space, and 
cyberspace domains, to include the electromagnetic spectrum 
2.3. Facilitates architectural and technical solutions to operational requirements; vets potential solutions and advises 
commanders on associated risks and mitigation factors. 
2.4. Directs the extension, employment, reconfiguration, adaptation and creation of portions of cyberspace to assure 
mission success for commanders. This includes both deliberate and crisis action scenarios. 
2.5. Develops plans and policies, monitors operations, and advises commanders. Assists commanders and performs 
staff functions related to this specialty. 
2.6. Provides specific cyber-terrain-focused expertise to defensive cyberspace operators to enhance their ability to 
defend that terrain. 
2.7. Advocates for resources when existing resources are insufficient to prosecute assigned missions. 
2.8. Develops Primary, Alternate, Contingency, and Emergency (PACE) communications plans to support mission 
assurance. Manages operations with degraded capabilities while working to reestablish primary ones. 
 
*Perform other duties as assigned


