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I. PURPOSE: 
 

This policy provides guidelines for OYA staff when screening individuals who 
request entrance into OYA facilities.   
 
Details on facility access for tours are in OAR 416-420-0020 (Tours). 
Details on facility access for media representatives are in OAR Chapter 416 
division 60 (Media Relations). 
 

II. POLICY DEFINITIONS: 
 

Due diligence: A term that describes a level of judgment, care, prudence, 
determination, and activity that a person would reasonably be expected to do 
under a particular circumstance.   

 
Family visitors: Members of the youth’s family and persons identified in the 
youth’s case plan approved by OYA to visit youth during posted visitation hours.  
 
Facility guest: A person entering an OYA facility to engage in a pre-approved 
event or business (e.g. trade contractors, vendors, delivery drivers, media 
representatives, attorneys, tour participants, event attendees).   
 
Professionals: People other than OYA employees that are conducting business 
within OYA facilities on a routine basis. Professionals include but are not limited 
to, other state agency employees, facility school employees, mental health 
therapists, advisory committee members, physicians, psychiatrists, researchers, 
and contractors.  
 
Probable cause: A determination based on facts or circumstances that would 
cause a reasonable person to believe it is more likely than not that the person to 
be searched has a prohibited item. 
 
Juvenile Justice Information System (JJIS): The Juvenile Justice Information 
System (JJIS) is a statewide-integrated electronic information system designed, 
developed, and implemented to support a continuum of services and shared 
responsibility among all members of the juvenile justice community.  In a 
collaborative partnership between the Oregon Youth Authority (OYA) and 
Oregon's county juvenile departments, JJIS is administered by the State of 
Oregon through OYA. 

  
III. POLICY: 

 
OYA controls access into and out of facilities that house youth in order to 
maintain safety, security, and order within its facilities. OYA staff ensure all 
security perimeter entrances and designated doors remain locked except when 
authorized people are entering or exiting the facility. OYA staff are professional 
and respectful toward all people who access OYA facilities and use the least 
intrusive measures to ensure safety and security.   
 
All people who enter OYA facilities are subject to the security and control 
protocols enforced by such facilities. Any person may be denied access to an 

http://arcweb.sos.state.or.us/pages/rules/oars_400/oar_416/416_420.html
http://arcweb.sos.state.or.us/pages/rules/oars_400/oar_416/416_060.html
http://arcweb.sos.state.or.us/pages/rules/oars_400/oar_416/416_060.html
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OYA facility if such access would compromise the safety, security, or order of the 
facility. 
 
Details on facility access for tours are in OAR 416-420-0020 (Tours). 
Details on facility access for media representatives are in OAR Chapter 416 
division 60 (Media Relations). 
 

IV. GENERAL STANDARDS: 
 

A.   Access to OYA facilities must be controlled to maintain the safety and 
security of youth and staff. 

 
1.   Security doors must be kept locked at all times. Staff must remind 

authorized people entering or exiting through a security door to 
ensure such doors are locked when the person leaves. 

                             
Unoccupied areas and storage rooms must be kept locked. 

 
2. Staff may only admit authorized people into a facility. 

 
a) Off-duty staff must check in and out of the facility at the 

designated area when entering a facility during the staff’s off-
duty hours. 

 
b) All people seeking to enter facilities must have a specific 

purpose for doing so, including official business, operational 
necessities, visiting, or other activities as approved by the 
superintendent/camp director. 

 
c) Facilities with a secure perimeter: 
 

Authorized people will be issued an OYA identification badge 
or visitor badge and wear such badge in a manner visible to 
security cameras and staff.  (See OYA policy I-D-3.19 OYA 
Identification Badges and Shields) 

 
d) Facilities without a secure perimeter: 
 

OYA staff will wear an OYA-issued identification badge.  
Local protocol will define the use of other identification 
badges.  In all instances, people entering the facility will be 
approved by designated OYA staff.  

 
e) People other than staff who are granted access to facilities 

will do so under the supervision of staff, as defined in local 
protocol. 

 
3. A warning notice must be posted at the entrance to each facility 

informing all people who enter the facility that they are subject to a 
search at any time. A list of youth prohibited items within a facility 
(YA 4008) must be posted at the point of entry. 

 

http://arcweb.sos.state.or.us/pages/rules/oars_400/oar_416/416_420.html
http://arcweb.sos.state.or.us/pages/rules/oars_400/oar_416/416_060.html
http://arcweb.sos.state.or.us/pages/rules/oars_400/oar_416/416_060.html
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4. All people are prohibited from bringing items into the facility that 
could be used to compromise the safety, security, or order of the 
facility. Such items include explosive devices, firearms, 
ammunition, alcoholic beverages, narcotics, drugs, and objects or 
material of any kind that could be used to compromise the safety, 
security, or order of the facility. 

 
During a facility emergency, normally prohibited items may be 
brought into the facility as defined by intergovernmental 
agreements, policies or procedures. 

 
5. Staff must ensure all authorized people entering the facility read 

and sign the appropriate level of facility access form.  
 

a) A Level 1 Access form (YA 4007) is given to a person 
entering a facility for the purpose of youth visiting, special 
events or a tour (family visitors and facility guests as defined 
on page 2). 

 
(1) Level 1 Access forms will be signed when a person 

initially enters a facility as a guest or a visitor. A copy 
will be retained for six months or until the person no 
longer is a facility guest or visitor, whichever is longer. 

 
(2) Staff supervision  
 

i. Staff must supervise visitors at all times. 
 

ii. Guests may be unsupervised when youth are not 
present. 

 
b) A Level 2 Access form (YA 4014) is given to any person 

who enters the facility to conduct routine business. This 
includes employees, volunteers, professionals (see definition 
page 2), and interns. 

 
(1) Level 2 Access forms must be signed by each person 

during the person’s initial orientation period. The form 
will be retained in the person’s employee, volunteer, 
or contract file.   

 
(2) Staff must ensure all people granted Level 2 Access 

have completed OYA New Employee Orientation or a 
Safety and Security Orientation. 

 
(3) A person granted Level 2 Access may have 

unsupervised access to areas that are within the 
scope of their duties or business. 

 
c) Staff must give a Non-facility Vehicle, Equipment, or 

Tools Access (VET Access) form (YA 4016) to people who 
enter a facility with a non-facility vehicle, equipment or tools. 
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These people may include employees, trade service 
workers, contractors, vendors, cleaning crews, delivery 
drivers, and volunteers. These people may have also signed 
either a Level 1 or Level 2 Access form, according to their 
purpose for entering the facility. 

 
VET Access forms must be signed during the initial entrance 
period for each person and will be retained for six months. 
 

  6. Electronic Devices 
  
a) Personal mobile communication devices, pagers, laptop 

computers, or any other electronic devices are prohibited 
beyond the control point of any facility unless specifically 
authorized in writing by the superintendent/camp director, or 
Assistant Director Facilities Services. 

 
The superintendent/camp director must designate the control 
point of the facility. 

 
b) OYA staff may bring in OYA-issued electronic 

communication devices (e.g. pagers, mobile communication 
devices, OYA-issued laptop computers). These OYA-issued 
items may be taken beyond the control point of an OYA 
facility when devices are necessary for the staff to perform 
official duties. 

  
OYA staff must declare and record all electronic 
communication devices (including internet connective 
devices) on the Facility Access Register, noting the phone 
number or identification information of the device. 

  
c) Staff may allow Oregon State Police or other law 

enforcement agencies; fire departments, ambulance, or 
other emergency management agencies responding to an 
OYA facility to bring business electronic communication 
devices beyond the control point without prior authorization 
from the superintendent/camp director. 

 
d) Staff must ensure a person carrying any other electronic 

device not mentioned in sections a) through c) above 
beyond the control point of an OYA facility has prior written 
approval from the superintendent/camp director or designee, 
or Assistant Director Facilities Services. 

 
7. Staff must deny facility access to any person who physically or 

verbally threatens the safety, security, or order of the facility.   
 

OYA staff may contact law enforcement to assist in managing the 
person if the person refuses to leave the facility or becomes 
disruptive.  
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Refer to OYA policy 0-5.0 (Violence-free Workplace) regarding 
managing violent or aggressive people. 
         

B. Screening and Detection of People Granted Level 1 Access (family visitors 
and facility guests, as defined on page 2) 

 
1.   Staff must ensure youth family visitors and facility guests are 

approved to enter the facility in accordance with OYA policy 
II-E-2.5 (Visits with Youth). 
 
Staff may subject all youth family visitors and facility guests 
entering OYA facilities to screening devices similar to walk-through 
detection devices, hand-wand-type detection devices, and 
searches of their possessions, as specified in policy or local 
protocols. 

 
a) It is the responsibility of the family visitor or facility guest to 

successfully pass through the electronic screening device. 
 
b) Staff must ensure family visitors and facility guests have 

completed the appropriate facility sign-in registration prior to 
screening them. 

 
 2. Staff must ensure all family visitors and facility guests successfully 

clear metal detection devices without activating the alarm prior to 
allowing access to a facility, unless: 

 
a) The source of the positive metal detection is identified and 

does not present a threat to facility safety, security, and 
order (see section IV.B.5. of this policy). Staff must ensure 
visitors and guests remove any identified item that presents 
a threat to facility safety, security, or order. 

 
b) A documented medical condition or disability precludes a 

person from passing through the detector.   
 

(1)   Staff must ensure documentation of the medical 
condition or disability is provided and approved by the 
superintendent/camp director or designee prior to 
allowing access to the facility.  

 
(2)   Superintendent/camp director approval of the family 

visitor with the medical condition or disability must be 
documented in JJIS. 

 
(3)  The superintendent/camp director or designee may 

approve a family visitor or facility guest access into 
the facility without documentation of a medical 
condition or disability. 

 
c) A documented implanted medical device prohibits a 

successful pass through the metal detection device.   
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(1)   Staff must ensure documentation of the medical 
device is provided and approved by the 
superintendent/camp director or designee prior to 
allowing access to the facility. 

 
(2)   Superintendent/camp director approval of a family 

visitor with an implanted medical device must be 
documented in JJIS. 

 
(3)   The superintendent/camp director or designee may 

approve a family visitor or facility guest access into 
the facility without documentation of the implanted 
medical device. 

 
 3. Staff may subject an individual with a documented medical 

condition, implanted medical device, or need for a wheelchair to 
additional screening described in section IV.B.5. of this policy. 

 
 Staff must visually inspect wheelchairs. 
 
  4. Staff may require the removal of shoes, jackets, sweaters, 

suspenders, belts, jewelry, body piercings, or other accessories, 
and emptying of pockets for closer inspection and additional 
screening. 

 
a) Staff must not allow family visitors to bring handbags, 

backpacks, or packages into facilities. 
 
b) Staff may only allow facility guests to bring items into 

facilities that are necessary to complete the work intended 
during their visit.  

 
 Staff must not allow facility guests working directly with youth 

to bring prohibited items into the facility (See OYA form YA 
4008). 

 
5. Staff must additionally screen a person who activates a metal 

detection device alarm. This includes a hand-wand inspection of 
the person. 

 
Staff will use due diligence to locate the activation source of a metal 
detection device alarm prior to allowing the person into the facility. 

 
6. When the activation source of a metal detection device alarm 

cannot be identified (e.g. undergarment with an underwire, metal in 
shoes, belt buckle, metal that is part of apparel) or confirmed, the 
superintendent, officer-of-the-day (OD) or designated manager 
must determine whether the person is denied access. 

 
C. Screening and Detection of Level 2 Access people (employees, 

professionals, volunteers, contractors, interns). 
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1. Staff may only search people granted Level 2 Access under these 
circumstances: 

 
a) When the superintendent/camp director has approved a 

planned training event to educate and train others regarding 
facility access that may include searching people or property 
at the facility point of entry upon a person’s exit or entrance; 
or 

 
b) At any time on facility property when there is probable cause 

to believe that such search will lead to the discovery of 
contraband as determined by the superintendent/camp 
director or OD.  

 
2. The superintendent/camp director must notify all OYA staff 72 

hours prior to any planned facility access training event that 
includes searching people granted Level 2 Access. 

 
3. Staff may conduct the following types of searches on people 

granted Level 2 Access: 
 

a) Visual search;  
 
b) Mechanical search; and  
 
c) Property search or inspection. 
 

Staff may require people granted Level 2 Access to submit 
packages, handbags, briefcases, and other items for 
inspection. 

 
4. Staff must deny facility access to any person who fails to comply 

with the screening or detection process.  
 
5. If probable cause exists to believe that weapons or drugs will be 

found, staff must deny facility access and call Oregon State Police. 
 
6. Staff must immediately confiscate any item brought into a facility 

that is considered contraband and may report the incident to 
Oregon State Police. 

 
D.   Screening and Detection of Non-Facility Vehicles, Equipment, and Tools 

(VET Access)  
 

Staff must subject all people who must enter a facility’s grounds or 
perimeter for official business with a non-facility vehicle, equipment, or 
tools to the additional safety and security requirements outlined below. 

 
1. Staff must ensure people who will operate a non-facility vehicle, 

equipment or tools on facility grounds or in the facility perimeter 
read and sign OYA form YA 4016 (VET Access). 
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a)  The signed YA 4016 will be retained by the facility. 
 
b) Local facility protocol will define the length of time the  

YA 4016 will be in effect.  
 
2. Vehicles 

 
a) Staff must visually inspect the cab, passenger area, or other 

areas of the vehicle deemed necessary to ensure safety, 
security, and prevent escapes prior to allowing the vehicle to 
enter and exit the facility grounds or perimeter.  

 
b) Staff may allow a vehicle to remain inside the facility’s 

perimeter only as long as required to accomplish the 
intended purpose. 

 
3. Equipment and Tools  

 
a) Staff must visually inspect equipment and toolboxes to 

ensure compliance with security standards at the point of 
entry.  

 
b) Staff must account for tools and equipment removed from a 

secure vehicle or toolbox that are used within a facility’s 
secure perimeter or in areas frequented by youth. 

 
c) Restricted Work Areas 
 

Restricted work areas may be designated by the 
superintendent/camp director during physical plant projects.  
 
(1) Only designated staff, authorized maintenance youth 

workers, and contractors participating in the project 
may access the restricted work area. 

 
Staff must frisk search maintenance youth workers for 
prohibited items prior to allowing the youth workers to 
leave the restricted work area. See OYA policy  
II-A-2.0 (Searches of Youth and Youth Property). 
 

(2) Tools and equipment may be left in restricted work 
areas for the duration of the project. Staff must ensure 
the materials, tools, and equipment are secured 
between uses.  

 
(3) Staff must search the restricted work area for project 

debris, unsecured materials, unsecured tools, 
equipment, and prohibited items at the end of the 
project, and prior to opening the area to youth access. 
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E.  Special Events 

1. Staff must subject facility guests participating in special events (e.g. 
ceremonies, Powwows, or assemblies) to section IV.B. of this 
policy. 

2.   When facility guests participating in special events involving youth 
wish to bring items that may be considered prohibited items into a 
facility, staff must ensure the guests have written authorization from 
the superintendent/camp director or designee to do so. 

Staff facilitating the special event will coordinate with the 
superintendent/camp director and security staff (if available) in 
these situations. 

F. Confiscated Items 

1. If staff find a prohibited item during a search, staff must: 

a) Document the item in a contraband log; and 

b) Notify the searched person of the confiscation. 

2. Staff must immediately turn over to Oregon State Police any illegal 
or dangerous items, such as weapons, explosives, or drugs. 

a) Confiscated items that may be used as evidence in court 
proceedings will be preserved in an evidence bag and stored 
in a secure place. Staff will follow chain of evidence 
procedures if the item is to be used as evidence. (See OYA 
policy II-A-1.2 Preserving Chain of Evidence.) 

b) OYA facilities may keep confiscated items only so long as 
necessary to support criminal charges.  

3. Staff must destroy or return all other confiscated items to the 
searched person. 

a) Items may be returned to the person at the discretion of the 
superintendent or camp director. 

b) Items that will not be returned to the person will be destroyed 
at the discretion of the superintendent or camp director. The 
date, method, and reason for the destruction must be 
documented. 

c) Under no circumstances may confiscated items become staff 
property or be consumed by staff. 

V. LOCAL OPERATING PROTOCOL REQUIRED: NO  
 

 


