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Tips for keeping your personal
information safe, your family
protected, and our national
security intact.

Stop hackers from accessing your
accounts — set secure passwords.
Stop sharing too much information
— keep your personal information
personal.
Stop — trust your gut. If something
doesn't feel right, stop what you

5 are doing.

Think about the information you

want to share before you share it.

Think how your online actions can
5 affect your offline life.

Think before you act — don't

automatically click on links.

)
Connect over secure networks.
Connect with people you know.
Connect with care and be on the
lookout for potential threats.

)

5 STOP | THINK | CONNECT"

Securing one citizen, one family,
one Nation against cyber threats.
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It i s becoming more commonplace for major retailer
announce a data security breach. While each breach
compromi sed. Such data can include credit card nun
numbers, or other personally identifiable infor mat
same information in electronic or physical format,
keeping data security at the forefront of Dbusiness
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Mai ntain updated data security policies and proc
applicable regulatory requirements.
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Reeval uate the reason for storing personally ider

These are but a few remindereakownmtaldryot ecting you
identifiable information. I f you have questions ab
services used by your organizatuiso mmecocmti acti 0@ M G




